**Как не стать жертвой мошенников**

* Защищайте личные данные. Избегайте передачи личных данных по телефону, через мессенджеры и иным дистанционным путем.
* Не передавайте никому пароли или коды из СМС-сообщений для подтверждения финансовых операций или их отмены, логины, ПИН-коды и CVV-код банковских карт.
* При поступлении звонка по телефону или через мессенджеры - не верьте на слово, что вам звонит работник кредитно-финансового учреждения, сотрудник правоохранительного органа, используйте только надежные каналы связи с кредитно-финансовыми учреждениями, правоохранительными органами.
* При возникновении подозрений насчет предпринимаемых попыток совершения мошеннических действий - незамедлительно прекращайте телефонный разговор с собеседником, обратитесь по надежным официальным каналам связи или путем личного обращения в банк, а также в правоохранительные органы.
* В случае смены номера мобильного телефона или его утери, свяжитесь с банком для отключения и блокировки доступа к СМС-банку и заблокируйте сим-карту, обратившись к сотовому оператору.
* Будьте осторожны при поступлении сообщений в социальных сетях и мессенджерах с просьбой занять деньги. Вполне возможно, что преступники завладели аккаунтом того, кто обратился к вам с такой просьбой. Нужно обязательно удостовериться в личности направившего сообщение, например, предложить личную встречу.
* Будьте осторожны при поступлении предложений об инвестициях и заработке. Если вам предлагают слишком выгодные условия, это может быть обман. Проверяйте достоверность таких предложений через официальные каналы.
* Используйте надежные и сложные пароли. Включите двухфакторную аутентификацию на доступных сервисах, в том числе мессенджерах.
* Не переходите по неизвестным ссылкам, полученным из неизвестных источников.
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